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WARNING:
Stacking is not recommended for AV.
LAG is more compatible for an AV environment with IGMP Plus.
Approved stacking for av is a two-switch stack for redundant core 
When the switches are stacked all multicast traffic is flooded through the stack.

PTP TC is not supported within a Stack.



This guide will go over how to stack your M4300 switches.

When working with audio/video over IP it is recommended that you only stack your CORE switches.

When stacking your switches, make sure that they are all on the latest firmware.

M4300 Stacking Configuration

How To Stack M4300 Switches

For this example, we are going to be stacking two M4300-8X8F using 4 ports on each switch using the AXC761 SFP+ DAC CABLE.

We will first configure the ports that we want to use for stacking and then power down the switches and connect the stacking 
ports, then we will power up the switches and verify they are stacked.

Switch 1
IP Address: 192.168.77.111

Switch 2
IP Address: 192.168.77.112



Login using the “Main UI Login.”

We are first going to configure “Switch 1” and then “Switch 2,” the order of configuration does not matter.
Open a browser and go to the IP address of the switch.

Switch 1
IP Address: 192.168.77.111



Login, If this is the first time accessing the switch, 
the username is “admin” and no password. 
The switch will then guide you to create a new 
password.



Click on the “Stacking” tab.



When stacking your switches, you will:
1) Configure the switch priority. 

a) The switch with the highest priority will be the management switch. Highest priority is 15.
b) The switch with the second highest priority will act as the backup management switch (Opr Standby), taking over if the management 

switch goes down. (for example: our management switch will have a priority of 15, and our backup will have a priority of 14.)
c) All other switch members in a stack with more than two switches can remain as “Unassigned” for their priority.

2) Configure the Stacking ports.
a) Once you change a port from “Ethernet” to “Stacking” the switch will need to reboot in order to implement the changes.

3) Power Down
a) Power down all of the switches in the stack.

4) Connect the stacking cables
a) Make sure that you connect the correct ports that have been configured for stacking to avoid creating a loop.

5) Boot up in order
a) You will boot up the switches in the order that you want them to be in for the initial stack configuration.

Check the box 
for the switch.

NOTE: The management unit will take over the control plane of all the other switches in the stack, this will cause the OOB and console ports to only work on the current management unit.



We are going to give this switch a priority of “15” and then click on “Apply.”



The switch now has a priority of 15.

NOTE: If multiple switches have the same priority or have “unassigned” priority, the one with the highest MAC address will become the management unit.



Go to “Advanced” and then “Stack-port Configuration.”



Check the boxes for the ports that you want to use for stacking, then click on the drop-down and select “Stack.”

For this example, we are using ports 2, 4, 6, and 8.

After selecting the ports click on “Apply.”

NOTE: the “Running Stack Mode” will not switch over to “Stack” or “Ethernet” until the device is rebooted.





We are now going to configure the stacking ports on switch 2.
Open a browser and go to the IP address of the second switch.

Switch 2
IP Address: 192.168.77.112

Login using the “Main UI Login.”



Login, If this is the first time accessing the switch, 
the username is “admin” and no password. 
The switch will then guide you to create a new 
password.



Click on the “Stacking” tab.



Check the box 
for the switch.



This switch is going to be the backup management (Opr Standby) unit, so we 
are going to give this switch a priority of “14” and then click on “Apply.”

NOTE: If the management unit switch goes down the switch with the next highest priority will take over as the management unit.
If the “Switch Priority” has not been set, then the one with the next highest MAC address will take over.



Go to “Advanced” and then “Stack-port Configuration.”



Check the boxes for the ports that you want to use for stacking, then click on the drop-down and select “Stack.”

For this example, we are using ports 2, 4, 6, and 8. 

After selecting the ports click on “Apply.”

NOTE: Though we are using the same ports on both switches, 
you do not have to use the same ports to stack switches.



Now that we have the ports on both switches configured, we are going 
to power down both the switches and connect the stacking ports.



Step 1: Power down the switches you are stacking.

Step 2: Connect the stacking cables and disconnect any cables that could cause a loop.

Switch 1
IP Address: 192.168.77.111

Switch 2
IP Address: 192.168.77.112

Step 3: Power up the “management unit” switch (Switch 1) and wait for it to fully boot up.

Step 4: Boot up the next switch in the stack (Switch 2) and wait for it to fully boot up.

NOTE: if there are more switches in the stack, you will want to boot them up in the order you want them to be in one at a time.

Switch 1
IP Address: 192.168.77.111

Switch 2
IP Address: 192.168.77.112



Login using the “Main UI Login.”

We are going to verify that the switches are stacked, and all the stacking ports are up.
Open a browser and go to the IP address of “Switch 1.” (management unit Switch)

Switch 1
IP Address: 192.168.77.111





Click on the “Stacking” tab.



Here we can see that the switches are stacked, the 
management status, the “Switch Status,” and the 
firmware version that the switches are on.



Go to “Advanced” and then “Stack-port Configuration.”

Here we can see that all of the ports we configured are up, we can also see the type 
(SFP+), the product name (AXC761), and the link speed for these ports is 10Gbps.



Go to “Stack Firmware Synchronization.”

We are going to enable “Stack Firmware Auto Upgrade” so that all the 
switches on the stack will be upgraded during the firmware upgrade process.



Click on “Apply.”



We are now going to look at the “AV UI” to see the stack.

Verify that NSF is enabled



Login using the “AV UI Login.”



To view the ports from the other units in the 
stack click on the “Stack Unit” drop-down.



Select the switch you want to view.



When configuring profiles, you will have a similar drop-down 
menu to select the ports on the other switches in the stack.



End
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