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In this guide we will go over how to configure PIM Dense Mode or Sparse Mode on the core switch and then how to configure additional ProAV switches.

For this configuration we will be creating three VLANs on the switch using the AV UI and then going into the main UI to configure PIM SM.
After we have configured a single switch, we will go over the configuration for additional switches.

PIM stands for Protocol Independent Multicast. PIM is used to route multicast traffic in a network.

Part 1: Core switch configuration
Part 2: Leaf switch configuration

Devices:
M4300-8X8F (Core)
M4250-8G2XF-PoE+ (Leaf)

Configuring PIM Sparse Mode Across Multiple Switches

Switch 1 (Core)
VLAN 1: 192.168.88.1/24
VLAN 20: 192.168.20.1/24
VLAN 30: 192.168.30.1/24
VLAN 40: 192.168.40.1/24

NOTE: An IP address followed by a “/24” means that 
the subnet mask of the network is 255.255.255.0.

Encoder
Port: 12
VLAN: 20

Decoder
Port: 16
VLAN: 30

Part 1



Login using the AV UI Login.



Click on “Network Profiles.”



Scroll down to the “Network Profiles.”



We are going to create our VLANs 
using the “Video” profile template.



We are going to name this 
profile “VLAN 20” and use 
a VLAN ID of 20.

Select a color for the profile.

We are going to select port 12 where 
our encoder will be connected.

Scroll down.

Enable VLAN routing.



Set the “VLAN IP Settings” to “Static.”
We are going to give this VLAN an address of 192.168.20.1 and a subnet mask of 255.255.255.0.

Enable the DHCP server.

The “Default Router” will be the IP 
address of VLAN 20 on the core 
switch (192.168.20.1).

We set the DHCP pool start for 
192.168.20.50 and end to 
192.168.20.200, this allows us to 
have a small portion of IP addresses 
that can be used to assign static 
addresses for devices on this 
network.

The DNS server needs to be 
configured if you want the VLAN to 
have Internet access, we are going 
to use 8.8.8.8.

NOTE: The VLANs will not have 
internet access unless the proper 
routes have been configured. (See 
configuring routable VLANs with 
Internet access technical documents 
for more information on routes.)

Click on “Apply.”



Scroll down to add the next VLAN.



We are going to create our VLANs 
using the “Video” profile template.



We are going to name this 
profile “VLAN 30” and use 
a VLAN ID of 30.

Select a color for the profile.

We are going to select port 16 where 
our decoder will be connected.

Scroll down.

Enable VLAN routing.



Set the “VLAN IP Settings” to “Static.”
We are going to give this VLAN an address of 192.168.30.1 and a subnet mask of 255.255.255.0.

Enable the DHCP server.

Default router will be the IP 
address of the VLAN on the core 
switch (192.168.30.1).

We set the DHCP pool start for 
192.168.30.50 and end to 
192.168.30.200.

We will set a DNS server address 
of 8.8.8.8.

Click on “Apply.”



Scroll down to add the next VLAN.



We are going to create our VLANs 
using the “Video” profile template.



We are going to name this 
profile “VLAN 40” and use 
a VLAN ID of 40.

Select a color for the profile.

Scroll down.

Enable VLAN routing.

We will be using VLAN 40 as the “Rendezvous Point” (RP) for our PIM configuration.
The RP is where the multicast traffic is sent to be forwarded.



Set the “VLAN IP Settings” to “Static.”
We are going to give this VLAN an address of 192.168.40.1 and a subnet mask of 255.255.255.0.

Enable the DHCP server.

Default router will be the IP 
address of the VLAN on the core 
switch (192.168.40.1).

We set the DHCP pool start for 
192.168.40.50 and end to 
192.168.40.200.

We will set a DNS server address 
of 8.8.8.8.

Click on “Apply.”



We now have our three VLANs configured, we are now going to go to the main UI to configure PIM.



Click on the drop-down icon next to “admin” and click on “Logout.”



Click on “Main UI Login.”



Login to the main UI.



Click on “Routing.”



Go to the “Multicast” tab.

Then click on “PIM.”



For this example, we are going to select “PIM-SM.”

Click on “Apply.”



Click on “Interface Configuration.”

Click on “Apply.”



Click on “VLANS.”



Check the boxes for the VLANs you want to configure PIM on 
and then set the “Admin Mode” to “Enable” and “BSR Border” 
to “Enable.”

Click on “Apply.”



Click on “Static RP Configuration.”



For the RP Address we will be using the IP 
address of VLAN 40 on the core switch.

The RP is the “Rendezvous Point,” this is where the multicast traffic is sent to be forwarded.

Type in the multicast group address.
We will use 224.0.0.0 with a group mask of 
240.0.0.0.

Make sure that “Override” Is set to “Enable” 
as it will override the candidate election and 
allow you to manually set the RP.

Click on “Add.”



Click on “IGMP.”



Select “Enable.”

Click on “Apply.”

Click on “Routing Interface Configuration.”



Click on “VLANS.”



Select the VLANs from the list.

Click the drop-down and select “Enable.”

Click on “Apply.”



Click on “Global Configuration.”



Select “Enable.”

We can see here that the “Protocol State” is “Non-Operational.”

Click on “Apply.”



Click on “Switching.”



Go to the “Multicast” tab.

Click on “IGMP Sooping.”

Then click on “IGMP Snooping 
VLAN Configuration.”



Click on “IGMP Snooping VLAN Configuration.”



Select the VLANs from the list.

Click the drop-down for “Exclude Mrouter Interface” and select “Disable.”

Click on “Apply.”



We now have most of the switch configured. We need to enable “No Autostate” on the 
VLAN that we are using as our RP, this can only be done via the CLI.



We are going to use “PuTTY” to connect to our switch via telnet.

Type in the IP address of the switch.

Select “Other” and make sure the 
drop-down is set to “Telnet.”
This will change the port to 23.

Click on “Open.”



Login with “admin” and the password for your switch.



Type in “enable” and press enter.



Type in “config” and press enter.



Type in “interface vlan 40” and press enter.



Type in “no autostate” and press enter.



Type in “exit” and press enter.
This will bring you back to “Config” mode.
Type in “exit” again to return to enable mode.



From enable mode we can save our configuration.
Type in “save” and press enter.

It will ask you if you are sure you want to save the configuration, type in “y” and press enter.

We now have the configuration done for our core switch.

In the next part we will go over how to configure additional switches.



We are now going to add a second switch and go over the configuration for additional switches.

The configuration for additional switches will be different from the configuration that we went over on the core switch.

Configuring PIM Sparse Mode Across Multiple Switches

Switch 1 (Core)
VLAN 1: 192.168.88.1/24
VLAN 20: 192.168.20.1/24
VLAN 30: 192.168.30.1/24
VLAN 40: 192.168.40.1/24

Encoder
Port: 12
VLAN: 20

Decoder
Port: 16
VLAN: 30

Switch 2 (Leaf)
VLAN 1: 192.168.88.109/24
VLAN 20
VLAN 30
VLAN 40

Decoder
Port: 5
VLAN: 30

Part 2



Login using the AV UI Login.



Click on “Network Profiles.”



Scroll down to the “Network Profiles.”



We are going to create our VLANs 
using the “Video” profile template.



We are going to use the same VLAN ID 
and name as we did on our core switch:
Profile Name: Video 20
VLAN ID: 20

Select a color for the profile.

For the leaf switches, you will not enable VLAN routing.
We are creating layer 2 VLANs.

Scroll down.



Click on “Apply.”



Scroll down to the “Network Profiles.”



We are going to create our VLANs 
using the “Video” profile template.



We are going to use the same VLAN ID 
and name as we did on our core switch:
Profile Name: Video 30
VLAN ID: 30

Select a color for the profile.

Scroll down.

Our decoder will be connected on port 5 for VLAN 30.
Select the port from the switch above.



Click on “Apply.”



Scroll down to the “Network Profiles.”



We are going to create our VLANs 
using the “Video” profile template.



We are going to use the same VLAN ID 
and name as we did on our core switch:
Profile Name: Video 40
VLAN ID: 40

Select a color for the profile.

Scroll down.



Click on “Apply.”



We now have our three VLANs 
configured on the leaf switch.



Click on the menu icon and then select “Querier.”



Disable “Election Participate” for the VLAN.

Click on “Apply.”



Click on the “X” to close out the 
querier configuration pop-up.



Click on the menu icon and then select “Querier.”



Disable “Election Participate” for the VLAN.

Click on “Apply.”



Click on the “X” to close out the 
querier configuration pop-up.



Click on the menu icon and then select “Querier.”



Disable “Election Participate” for the VLAN.

Click on “Apply.”



Click on the “X” to close out the 
querier configuration pop-up.



For the rest of the configuration, we will need to access the switches main UI.

Click on the drop-down icon next to “admin” and click on “Logout.”



Click on “Main UI Login.”



Login to the main UI.



Click on “Switching.”



Go to the “Multicast” tab.

Click on “IGMP Snooping.”



Click on “IGMP Snooping VLAN Configuration.”



Select the VLANs from the list.

Click the drop-down for “Exclude Mrouter Interface” and select “Disable.”

Click on “Apply.”



The leaf switch is now configured.
To add additional switches to the network you will follow the second part of this technical training.



End
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