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1.   Using ReadyNAS Remote
This manual covers the following topics: 

•     About the ReadyNAS Remote Add-on 
•     Create a User ID for Your Remote Computer or Phone 
•     Install the ReadyNAS Remote Add-on 
•     Add Users 
•     Connect to Your ReadyNAS System Remotely 
•     Advanced Configuration Settings 

For more information about the topics that are covered in this manual, visit the ReadyNAS 
Remote FAQs web page at www.readynas.com/?page_id=2545.

You can also visit the ReadyNAS Remote support forum at  
www.readynas.com/forum/viewforum.php?f=75.
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ReadyNAS Remote 
About the ReadyNAS Remote Add-on

ReadyNAS Remote lets you drag and drop files between your ReadyNAS system and your 
computer or smartphone over the Internet. 

With ReadyNAS Remote, your ReadyNAS system and your computer or smartphone access 
a remote server at NETGEAR and use a peer-to-peer (P2P) virtual private network (VPN) 
connection. Data transmission over the Internet goes through an encrypted tunnel, so your 
data stays private as it transfers to and from the ReadyNAS.

ReadyNAS Remote software has two parts:

•     ReadyNAS Remote Add-on. Runs on your ReadyNAS system. You install and access it 
from a computer that is on the same local area network (LAN) as your ReadyNAS 
system.

•     ReadyNAS Remote Agent. Runs on each computer or phone that you want to use to 
access your ReadyNAS system over the Internet.

When both of these parts are set up, you can drag and drop files between your ReadyNAS 
system and your computer or phone, using simple tools like Windows File Explorer or Finder 
for OS X over CIFS or SMB. All file permissions and share security settings are retained, just 
as if you were on a local area network (LAN).

Requirements
ReadyNAS Remote runs on the following ReadyNAS storage systems:

•     Duo v1. Running RAIDiator 4.1.5 or later.
•     NV+ v1. Running RAIDiator 4.1.5 or later.
•     Ultra 2/4/6. Running RAIDiator 4.2.4 or later.
•     Ultra Plus 2/4/6. Running RAIDiator 4.2.4 or later
•     Pro 2/4/6. Running RAIDiator 4.2.4 or later.
Using ReadyNAS Remote
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Create a User ID for Your Remote Computer or Phone

You use the ReadyNAS Remote Agent to create a User ID for your remote computer or 
smartphone. Install the ReadyNAS Remote Agent on each computer or phone that will 
remotely access the ReadyNAS unit.

 To install the ReadyNAS Remote Agent and create a user ID:

1. Go to the ReadyNAS download page for the Remote agent software at 
https://remote.readynas.com/download.html.

2. Download and install the software that you want. 

After installation, the software starts automatically.

3. Follow the prompts to create your ReadyNAS Remote user ID. 

When you create the user ID, you are automatically logged in as that user.

You do not have access yet. You must set up access with the ReadyNAS Remote 
Add-on.
Using ReadyNAS Remote
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Install the ReadyNAS Remote Add-on

The ReadyNAS Remote Add-on runs on your ReadyNAS system. The ReadyNAS Remote 
Add-on works together with the ReadyNAS Remote Agent that you installed on your remote 
computer or smartphone. 

If the ReadyNAS Remote Add-on is not installed on your ReadyNAS system, you must 
download it and install it. Use a computer that is on the same local area network (LAN) as the 
ReadyNAS system.

 To install the ReadyNAS Remote Add-on:  

1. Go to www.readynas.com/?cat=52, and scroll down to the links to download the Add-on.

2. In FrontView, select Services > Add-ons and install the ReadyNAS Remote Add-on.
Using ReadyNAS Remote
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Add Users

You use the ReadyNAS Remote Add-on to add users and give them access to your 
ReadyNAS system. When you add users, you must to use a computer that is on the same 
LAN as your ReadyNAS system.

 To add a user and give access:

Add each user who will access your ReadyNAS system over the Internet.

1. In FrontView, select Add-ons > Installed > ReadyNAS Remote and click the Manage 
ReadyNAS Remote button to display the ReadyNAS following screen.

2. In the Look up field, enter the email address of the ReadyNAS Remote user that you 
created for your remote computer or phone (users with a ReadyNAS Remote account).

3. Click Apply Settings to save the change.
Using ReadyNAS Remote
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Connect to Your ReadyNAS System Remotely

To access your ReadyNAS system, the computer or smartphone contacts a NETGEAR 
server. The NETGEAR server looks up the IP address of the ReadyNAS system and verifies 
that this user ID is allowed access. The computer or smartphone acts as a remote client and 
connects to the ReadyNAS system directly through a P2P VPN connection.

 To connect to ReadyNAS system:

1. Open ReadyNAS Remote:
•     From the system tray in Windows, right-click the ReadyNAS Remote icon.
•     In OS X, click the ReadyNAS Remote icon in the top-right status bar.  

2. Select Connect to ReadyNAS.

An entry for the ReadyNAS system displays Windows File Explorer.  A similar entry 
displays in Finder for OS X.
Using ReadyNAS Remote
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3. Double-click the ReadyNAS entry.

The familiar share listing displays. You might be prompted to enter the ReadyNAS user 
name and password to access the shares if guest access is not enabled on them.

4. Drag and drop between your ReadyNAS system and your computer or smartphone

Advanced Configuration Settings

If your network is complex with strict firewalls, your computer or smartphone might not be 
able to easily connect to your ReadyNAS system over the Internet. If so, you can use the 
Advanced Settings screen in the ReadyNAS Remote Add-on to specify more details about 
the connection. In most cases, ReadyNAS Remote does not need to have the router 
port-forward to it on a specified port. 

 To adjust the configuration:

1. In the ReadyNAS Add-on, click the Advanced Settings button to display the 
Configuration tab.

2. If you use a proxy server:
a. Select the Use Proxy Server check box and specify the IP address and port. 
b. If applicable, select the Authentication Required check box and enter the user 

name and password.
3. If you want to control the port that the ReadyNAS unit uses, select the Specify Port for 

Incoming Connections check box.

Do not use a port that is already in use by other applications on the ReadyNAS system, 
such as port 443. If ReadyNAS Remote runs on a port that is already in use, it starts, but 
cannot continue to run. The green status light turns gray.
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4. Adjust the security settings, if needed. 

Encryption is enabled by default. 

5. In the Logs section of the screen, you can specify what kind of messages to log, the 
maximum number of entries in the log, and when to flush log entries as described in the 
following section.

6. Click Apply Settings.

Your changes take effect.

Working with Logs
You can specify one of the following debug levels:

•     Debug Mesg. Shows a debug message for every packet.
•     Debug Mesg Info. Does not log every packet but more verbose.
•     Debug Info. This level is the default, which shows information, warnings, and errors.
•     Debug warn. Shows warnings and errors.
•     Debug error. Shows only errors.
•     Debug none. No debugging messages are logged.

Download P2P Logs
You can download a log that shows the P2P activity.
Using ReadyNAS Remote
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Restart P2P
ReadyNAS Remote and ReadyNAS Replicate use the P2P service; it is not restarted when 
you restart either of those add-ons. However, in some cases you might need to restart P2P 
services.
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